
Managed Microsoft 
Defender Antivirus

Benefit From Your Investment in Huntress 
and Microsoft 
Managed Defender Antivirus comes free with 
Huntress Managed EDR, enabling you to extract 
maximum value from Defender Antivirus, a built-in 
and often untapped Windows OS security tool. 
This enables you to save and re-invest more 
money back into your business.

Streamlined Endpoint Security 
Management and Visibility
Huntress Managed Defender AV offers a 
centralized, multi-tenant interface to manage and 
monitor Defender AV on all protected endpoints. 
Gain fleet-wide health, status, and event visibility, 
set configurations and exclusions, and monitor 
scans and protections — all from the Huntress 
Platform.

Get premium endpoint threat detection and response 
with Huntress and Microsoft

Key Benefits
Centralized Visibility
One location to see the health, status, latest 
scan and signature updates for all hosts. 

Centralized Policy Management
Flexible configuration and policy compliance 
enforcement across all endpoints. Easily apply 
Huntress-recommended Defender AV policy 
settings or your own.

Enjoy 24/7 Peace of Mind
Our 24/7 global SOC team has your back 
around the clock monitoring and responding to 
threats detected by Defender AV with an 
industry-leading 8 minute MTTR. Risky 
exclusions are also surfaced by the SOC to 
help reduce an endpoint’s attack surface.

Assisted Remediation
Powered by the Huntress Managed Security 
Platform, Assisted Remediation automates the 
execution of actions needed to address 
incidents detected by Defender AV.

Monitored Defender for Business, 
Endpoint, and Endpoint for macOS
When using Microsoft’s premium endpoint 
protection solutions, Huntress will monitor 
alerts as another source of threat detection at 
no additional charge.

More Protection, Less Cost
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Fully-managed, Enterprise-grade 
endpoint threat detection and response.

Huntress Managed EDR

Eliminate persistent threats hiding in plain 
sight on Windows and macOS.

Persistent Footholds

Make the most of your frontline virus 
protection with Microsoft Defender AV.

Managed Defender Antivirus

Catch potential ransomware incidents early.

Ransomware Canaries

Highlights external entry points to reduce 
your attack surface.

External Recon

Focus on behavioral analysis to identify 
and stop shady hacker activity.

Malicious Process Behavior

From immediate threat containment to 
active remediation to guided recovery, 
Huntress is there for you at every step.

Threat Response

[Huntress] allows us to maximize the investments we’ve already made in Microsoft 
Windows, and coupled with Huntress’ existing detection and response capabilities, 
we’re able to harden endpoint security across the board for our clients without 
needing to justify increased prices.
Elliot Gardner | Director of Technology,  Stambaugh Ness
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Huntress By the Numbers

4.9/5
G2 Customer Rating

98.8%
Client Satisfaction

46%
EDR Customers Using 
Defender Antivirus

8 minute
Mean-time-to-respond

You deserve a next-level experience. Explore the ways 
Huntress protects all businesses. Start your free trial 
today at huntress.com/start-trial

http://huntress.com/start-trial

